# POEC PROJET GR1

## Plan de test des cas d’utilisation

**Accès au site**

PO-AC-01 – Accéder au site

PO-AC-02 – Accéder au site avec une mauvaise adresse

**Création du compte**

PO-CR-01 – Créer un compte avec des informations valides

PO-CR-02-01 - Créer un compte avec des informations invalides : champs vides

PO-CR-02-02 - Créer un compte avec des informations invalides : email invalide

PO-CR-02-03 - Créer un compte avec des informations invalides : password invalides

PO-CO-03 - Créer un compte qui existe déjà

**Connexion au compte**

PO-CO-01 – Se connecter avec des identifiants valides

PO-CO-02-01 – Se connecter avec des identifiants invalides : champs vides

PO-CO-02-02 - Se connecter avec des identifiants invalides : email invalide

PO-CO-02-03 - Se connecter avec des identifiants invalides : password invalide

PO-CO-03 - Demander un nouveau mot de passe avec un compte existant (Forgot password)

PO-CO-04 - Demander un nouveau mot de passe avec un champ email vide (Forgot password)

PO-CO-05 - Se déconnecter

PO-CO-06 - Demander un nouveau mot de passe avec un compte non existant (Forgot password)

PO-CO-07 - Demander un nouveau mot de passe avec un compte Google (Forgot password)

**Google Authentification**

PO-AU-01 – Se créer un compte avec Google OAuth

PO-AU-02 – Se connecter avec Google OAuth (Compte existant et présent dans la bdd)

PO-AU-03 – Se connecter avec Google OAuth (Compte existant et non présent dans la bdd)

Pensez à faire :

Faire ticket Jira pour forgot password car l’email ne s’envoie pas

CAS INVALIDE

Création de compte

1. Tous les champs sont vides
2. Email « toto »
3. Email « toto@ »
4. Email « toto@gmail »
5. Password inférieur à 8
6. Password et Confirm Password sont différents